Technical requirements

Table 1 presents the technical requirements for the cryptographic service. On this page:

Table 1 —technical requirements

® Proxy server settings
Component Requirement

Operating systems Windows XP
Windows 7 and higher

Compatible browsers = Any browser with JavaScript support
Additional installation is required:
® Certificate storage;
® Cryptographic software.
@ If non-qualified certificates (RSA) used:

® Certificate Storage (RCS) (download english version);
* ertificates (Test keys, RSA, Production environment keys, NSD certificate);

Proxy server settings

Additional settings for the proxy server are not required. In case of using proxy server and having some problems with the cryptographic service operati
ons, make sure that Bypass proxy server for local address checkbox is checked in the proxy server settings.

Local Area Network (LAN)] Settings *

Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

] Automatically detect settings

|:| |Ise automatic configuration soript

Proxy server

Lise a proxy server for your LAN (These settings will not apply to
dial-up or VPN connections).

Address: |:| Port: : Advanced

{ Bypass proxy server for local addresses )

Cancel

Figure 1 — proxy server settings


http://moex.com/a2722
https://docs.codestetic.com/display/RW/Test+keys%2C+RSA
https://docs.codestetic.com/display/RW/Production+environment+keys
http://docs.itglobal.ru/display/RW/Current+NSD+certificates
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